Google Chrome Settings

Kindly change the settings of the Google Chrome Browser as below, only in case you are not
able to open the following sites in University Network.

1) Egov.uohyd.ac.in

2) Famous.uohyd.ac.in

3) http://intranet.uohyd.ac.in/wordpress
4) Esm.uohyd.ac.in

Step 1: Open the browser, and click on the Customize and control Google Chrome button
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Step 2) The following pop-up menu will appear.
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Step 4) The following menu appears
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Settings

You and Google
You and Google

8 Autofill

Get Google smarts in Chrome

N Turn on sync...

Q Safety check Sync and personalize Chrome across your devices
e Privacy and security Sync and Google services »
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Customize your Chrome profile 3
Q,  search engine
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BN Default browser
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Sdiances - ©r Passwords »
Extensions A B Payment methods »
About Chrome Q@  Addresses and more »

Step 5) Click on Privacy and Security
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Clear browsing data
o Safety check Clear history, cookies, cache, and more

Cookies and other site data
Third-party cookies are blecked in Incognito mode
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= 9 e Safe Browsing (protection from dangerous sites) and other security settings
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_, Site Settings ,
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Open Chrome Web Store
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Step 6) Click on Security option
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Site Settings
Controls what information sites can use and show (location, camera, pop-ups, and more)
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Step 7) Go to Advanced - Use secure DNS

You and Google

Checks URLs with a list of unsafe sites stored in Chrome. If a site tries to steal your password, or

a Autofill 1l when you download a harmful file, Chrome may also send URLs, including bits of page content, to
Safe Browsing.
o Safety check
e Privacy and security Help improve security on the web for everyone
Sends URLs of some pages you visit, limited system information, and some page content to 9
@ Appearance Google, to help discover new threats and protect everyone on the web.
Q Search engine Warn you if passwords are exposed in a data breach
Chrome periodically checks your passwords against lists that have been published online
[=1] Default browser When doing this, your passwords and usernames are encrypted, so they can't be read by
anyone, including Google. When you sign in to your Google Account, this feature is turned on
()  Onstartup
No protection (not recommended)
Advanced - (O Does not protect you against dangerous websites, downloads, and extensions. You'll still get Safe
Browsing protection, where available, in other Google services, like Gmail and Search.
Extensions A
Advanced
About Chrome
Use secure DNS .

Determines how to connect to websites over a secure connection

®  With your current service provider
Secure DNS may not be available all the time
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Step 8) Disable the Use secure DNS option

Settings

You and Google

Autofill

Safety check

Privacy and security

Appearance

Search engine

A °c #» & @ O

Default browser

()  Onstartup
Advanced -
Extensions 4

About Chrome

Checks URLs with a list of unsafe sites stored in Chrome. If a site tries to steal your password, or
il when you download a harmful file, Chrome may alse send URLs, including bits of page content, to
Safe Browsing.

Help improve security on the web for everyone
Sends URLs of some pages you visit, limited system information, and some page content to 9
Google, to help discover new threats and protect everyone on the web.

Warn you if passwords are exposed in a data breach

Chrome pericdically checks your passwords against lists that have been published online.
When doing this, your passwords and usernames are encrypted, so they can't be read by
anyeone, including Google. When you sign in to your Google Account, this feature is turned on

No protection (not recommended)
O Does not protect you against dangerous websites, downloads, and extensions. You'll still get Safe
Browsing protection, where available, in other Google services, like Gmail and Search.

Advanced
Drag button lgft sid

Use secure DNS
Determines how to connect to websites over a secure connection

Manage certificates e
Manage HTTPS/SSL certificates and settings

Step 9) Close and re-open the browser
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